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Abstract 

A storage capacity in an encrypted holographic memory system is evaluated.  In the encrypted 
holographic memory system, input binary images are encrypted into white-noise-like images by a 
key code and then are stored as holograms in a recording medium by using angular multiplexing.  
Even when in angular multiplexing, the angle separation between adjacent images is enough small 
to cause the cross-talk between adjacent images, the original binary image can be recovered by 
using a corresponding correct key code whereas the other reconstructed images are still 
white-noise-like images because of the incorrect keys.  Therefore, the capacity of the proposed 
system can be increased after binalization of the reconstructed image.  We present numerical 
results to confirm that the capacity of the proposed system can be larger than that of the 
conventional holographic memory system. 
 
1. Introduction 
There is a growing demand for the storage and the communication of huge data as computers and 
the network have been developing rapidly.  Holographic memories [1] have inherently a large 
storage capacity with a fast access to two-dimensional data.  10 Gbit/s data transfer rate have 
been implemented.  Furthermore, optical security techniques [2] are easily applied to the 
holographic memory system for the data security [3]. 

In this paper a storage capacity in an angular-multiplexed secure holographic memory system is 
evaluated.  The storage capacity is calculated by multiplying the number of bits per frame by the 
number of stored frames using angular multiplexing.  The number of bits per frame is determined 
by the display device such as spatial light modulators.  The number of angular multiplexing is 
limited mainly by the cross-talk between adjacent images.  In a secure memory system by using 
double random phase encryption, we show that the number of angular multiplexing can be 
increased. In the double random encryption technique, input binary images are encrypted into 
white-noise-like images by using two random phase masks.  When the angle separation between 
adjacent images is enough small, the interpage cross-talk is occurred.  In the encrypted memory 
system, however, superimposed white-noise-like images from adjacent stored data can be 
eliminated by thresholding.  Numerical evaluation is presented to confirm that the capacity of the 
proposed encrypted memory system can be increased. 
 
2. Secure Holographic Memory System 
A secure holographic memory system using double random phase encryption [3] is shown in Fig. 
1.  Let ith object image, oi(x, y), denote the two-dimensional binary image to be encrypted, where 
(x, y) denote spatial coordinates (see Fig. 1).  This binary image is multiplied by a random phase 
mask, mi(x, y) = exp[-j2πhi(x, y)], at the input plane.  The input data is Fourier transformed by a 
Fourier transform lens and then is multiplied by another random phase mask, Mi(ξ, η) = 
exp[-j2πHi(ξ, η)], at the Fourier plane.  Here (ξ, η) denotes the Fourier plane coordinates.  The 

 



two masks, hi(x, y) and Hi(ξ, ), are randomly distributed in the interval [0,1] and statistically 
independent of each other.  After another Fourier-transform, the encrypted data, e

η
i(x,y) can be 

obtained as 
 
 , (1) )},({),(),(),( ηξiiii MFyxmyxoyxe ⊗=
 
where denotes convolution and F{•} denotes the Fourier transform operation.  These 
encrypted data become white-noise-like data because of the convolution of two random functions. 

⊗
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Figure 1 Schematic diagram of the secure holographic memory system using double random phase 

encryption. RPM’s denote random phase masks. 
 
 

We propose a method to increase the total number of frames in angular multiplexed recording by 
reducing the effect of the interpage cross-talk.  The idea to improve the storage capacity is 
described in Fig. 2.  When the angular separation between adjacent images is smaller than the 
angle where the diffraction efficiency of off-Bragg light becomes a minimum value, the interpage 
cross-talk is the dominant noise and then all the stored frames are superimposed coherently with 
their diffraction efficiencies derived from the Bragg mismatch.  In a conventional holographic 
memory system without double random phase encryption, this interpage cross-talk results in the bit 
error at the reconstruction process as shown in Fig. 2(a).  However, double random phase 
encryption can encode the original binary data into a stationary white-noise-like image.  When 
each original data frame is encoded by respective random phase masks, the correct phase mask can 
reconstruct a corresponding original frame together with white-noise-like frames reconstructed by 
incorrect masks as shown in Fig. 2(b).  After the binarization of reconstructed image, original 
binary frame can be recovered even when the interpage cross-talk is occurred. 
 
3. Numerical Evaluation of Storage Capacity 
In a volume holographic storage, the noise-to-signal ratio due to the interpage cross-talk has been 
analyzed [4].  In a digital data storage system, bit error rate is the most important issue for the 
practical implementation.  We numerically evaluate the bit error rate in holographic digital data 
storage systems with and without double random phase encryption when the angular separation 
between adjacent images is smaller than the Bragg separation angle.   
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∆θ < ∆θ0 

 

�������������
�������������
�������������
�������������
�������������
�������������
�������������

�������������
�������������
�������������
�������������
�������������
�������������
�������������

�������������
�������������
�������������
�������������
�������������
�������������
�������������

�������������
�������������
�������������
�������������
�������������
�������������
�������������

�������������
�������������
�������������
�������������
�������������
�������������
�������������

(a) 

(b) 

∆θ <∆θ0 

+ + 

1 2 3 4 5 
1 

+ + 

2 3 4 
5 

+ + + + 

1 2 3 4 5 
1 

2 3 4 
5 

Images to be recorded Reconstructed images 

Encrypted images to be recorded Reconstructed images  

= 

Figure 2 Concept to improve the storage capacity in the holographic memory system using double 
random phase encryption. (a) the conventional holographic memory and (b) the secure 
holographic memory using double random phase encryption. 

 
To derive the diffraction efficiency of off-Bragg light, we use the result of the coupled mode 

theory proposed by Kogelnik [5].  The number of pixels of original binary frame is (512/p) 
× (512/p) pixles where each pixel consists of p × p cells.  In this paper we use p = 1, 2, 4, 8, 16.  
This redundancy in the input data allows us to reconstruct the original binary data by thresholding 
even when the interpage cross-talk is occurred.  The random phase masks in the input and the 
Fourier planes with 512 × 512 pixels and each pixel consists of 1 × 1 cell.  The arrays of input 
data and two random-phase masks are randomly generated.  In the reconstruction, all the images 
are superimposed coherently according to the diffraction efficiency of off-Bragg light which is 
calculated from the Kogelnik’s analysis.  After calculation of the intensity at each cell, we 
calculated the energy of each pixel of the reconstructed image.  The threshold value is the average 
of the energy of the pixels.  By the comparison the input and the output binary data, the bit error 
rate is calculated.  We show you an example of the results when p = 8.  Figure 3 shows the bite 
error rate as a function of the angle separation of ∆θ.  These results were averaged over 10 
different trials.  We use the following values in the calculation: the thickness of the recording 
medium of 4 mm, the refractive-index change of 4.4 × 10-5, the wavelength of light of 0.5 µm, and 
the angle between the object and reference beams of 90º.  The bit error rate was calculated as 
follows.  The bit error rate is defined here as the number of error bits divided by the total number 
of bits in the original data.  From Fig. 3, angle separations in holographic memories with and 
without double random phase encryption are 3.04 × 10-5 rad and 8.48 × 10-5 rad when the bit error 
rate is 1 × 10-3.  This result shows that the storage capacity of the holographic storage with double 
random phase encryption is 2.79 times larger than that of the system without double random phase 
encryption.   

When the bit error rate is fixed to be 1 × 10-3, the ratio of the angle separations without and 
with double random phase encryption is calculated.  This ratio indicates how many times the 
storage capacity increase by using double random phase encryption. Figure 4 shows the rate of 
increase in the storage capacity as a function of the pixel size per bit in the input data frame.  We 

 



can see that the incremental rate becomes large when the pixel size is large.  This means that 
averaging the energy at each pixel is effective to eliminate the cross-talk noise because the 
white-noise-like image has high resolution.  When the pixel size per bit is 16 × 16 cells in the 
used calculation, the storage capacity of the holographic storage with double random phase 
encryption is five times larger than that of the system without double random phase encryption.  
Note that the storage capacity is almost the same as the theoretical maximum storage capacity, 
V/λ3, where V is a volume of the recording media and λ is the wavelength of light.  We can see 
this result when the pixel size is 1 in Fig. 4.  The storage capacity is much increased when the 
input device has low resolution.  

 

10-6

10-5

10-4

10-3

10-2

10-1

100

B
it 

er
ro

r r
at

e

2.5x10-4 2.01.51.00.50.0
Angle separation [rad]

 With mask
 Without mask

  

6

5

4

3

2

1
R

at
e 

of
 in

cr
ea

se
1614121086420

Pixel size  
 
Figure 3 Bit error rate as a function of the      Figure 4 Rate of increase in the storage capacity 

angle separation of ∆θ when the input         as a function of the pixel size.  
pixel size is 8. 

 
4. Conclusions 
A method that can improve the storage capacity of an angular multiplexed holographic storage 
system using double random phase encryption has been analyzed numerically.  In this system, all 
the input binary images are converted into stationary white-noise-like images by use of different 
sets of two random phase masks and then are stored as holograms.  When the angle separation 
between adjacent stored images is smaller than the Bragg separation angle, the cross-talk between 
the adjacent images is occurred in the readout process.  In the encrypted memory system, 
however, the original image can be reconstructed by the correct phase mask together with 
white-noise-like images from all other stored images because of the incorrect phase masks.  The 
superimposed white-noise-like images can be eliminated by thresholding.  Numerical results 
showed that the storage capacity in the angle-multiplexed holograms can be increased by using 
double random phase encryption.   
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